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the Stasi Records Act in the version applicable from 17 June 2021 is published 
below. The new version takes into account:
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4.  Article 2 Paragraph 57 of the Act of 7 August 2013, which entered 
into force on 15 August 2013 (BGBl. I p. 3154),
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6.  Article 4 Paragraph 37 of the Act of 18 July 2016, which entered into 
force on 1 October 2021 (BGBl. I p. 1666),
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PART ONE 
GENERAL PROVISIONS

Article 1 Purpose and Scope

(1) This Act regulates the registration, safekeeping, administration and use of 
the records of the Ministry for State Security of the former German Demo-
cratic Republic and its preceding and succeeding organizations (State Security 
Service) in order to

1. facilitate individual access to personal data pertaining to oneself which 
the State Security Service has stored so that the individual can clarify 
what influence the State Security Service has had on his personal destiny,

2. protect the individual from impairment of one’s right to privacy caused 
by use of the personal data stored by the State Security Service,

3. ensure and promote the historical, political, and juridical reappraisal of 
the activities of the State Security Service,

4. provide public and private bodies with access to the information required 
to achieve the purposes stated in this Act.

(2) This Act shall be applicable to the records of the State Security Service 
which can be found in the possession of public bodies of the Federation or the 
federal states, of private individuals, or of other private bodies.

Article 2 Registration, Safekeeping and Administration of the  
Records of the State Security Service

(1) The Stasi records shall be stored on the basis of their origin in Berlin and 
at regional locations in Erfurt, Frankfurt (Oder), Halle (Saale), Leipzig and Ros-
tock. Branch offices shall also be established in Chemnitz, Cottbus, Dresden, 
Gera, Magdeburg, Neubrandenburg, Schwerin and Suhl. Branch offices are 
locations of the Federal Archives in the East German states which fulfil tasks 
according to this law. In terms of content and organization, they cooper ate 
with the respective archival site in the state. Their tasks include providing 
information and advice to individuals, processing applications, and informing 
the public about the structure, methods and operation of the State Security 
Service through participatory documentation, exhibition and educational pro-
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jects in the region. The sites and branch offices are integrated into the regional 
memorial landscape.

(2) The Federal Archives shall, as directed by this Act, have the following duties 
and authority:

1.  to register the records of the State Security Service;

2.  to be responsible for the evaluation, organization, indexing, storage and 
administration of the records according to accepted principles for main-
taining archives;

3.  Separate storage of

a)  court or public prosecutor files of the State Security Service;

b)  duplicates pursuant to Article 11, Paragraph 2, Sentence 2;

c)  records regarding employees of intelligence services of the Feder-
ation, the federal states, or the Federation’s allies;

d)  records

–  regarding employees of other intelligence services,
–  containing technical or other specialized instructions or de-

scriptions regarding deployment of means and methods in the 
areas of intelligence, counterintelligence, or terrorism,

 if the Federal Minister of the Interior, for Building and Community 
declares in an individual case that knowledge of the record contents 
would impair public safety or would otherwise be detrimental to the 
Federation or a state;

 for the separate storage according to Letters b to d above, the regula-
tions regarding the handling of classified information of the classification 
“Confidential” or higher shall be applicable;

4.  to disclose information and make statements regarding the records, per-
mit inspection of the records and provide records;

5.  reappraisal of the activity of the State Security Service through instruc-
tion of the public on structure, methods and mode of operation of the 
State Security Service; Article 32 Paragraph 3 applies to the publication 
of personal data; the publication can also take place through an elec-
tronic information and communication system;
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6.  support of research and of civic education in the historical and political 
reappraisal of the activity of the State Security Service by granting access 
to documents and the issuance of duplicates of documents, as well as 
support of organisations and memorial institutions on the reappraisal of 
the history of the former German Democratic Republic, or of the former 
Soviet occupation zone with the documentation of the activity of the 
State Security Service as well as scientific research based on the historic 
sources to catalogue the repositories of the Stasi Records Archive;

7.  to inform and advise individuals, other private bodies, and public bodies. 
It shall also be admissible for information and advice to be provided by 
the branch offices or in digital form;

8.  to establish and maintain documentation and exhibition centres on the 
topic of the State Security Service;

9.  to convey the special character and symbolic value of the Stasi Records 
Archive through related educational and informational programs at the 
historical sites as well as in the media and on the Internet;

10.  to reconstruct and index the torn documents of the State Security Ser-
vice;

11.  to submit a written report to the German Bundestag every two years on 
the tasks specified in Article 2.

(3) The Federal Archives can use the following information from the Central 
Inhabitant Register of the former German Democratic Republic for the fulfil-
ment of its duties and responsibilities in accordance with this law:

1. family name, first name,

2. name at birth, other names,

3. place of birth,

4. personal characteristics,

5. last address,

6. feature “deceased”.

This information is to be conveyed upon request to the courts and law enforce-
ment agencies for the fulfilment of their legal duties and responsibilities.
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Article 3 Individual Rights

(1) Each individual shall have the right to enquire of the Federal Archives 
whether records exist which contain personal data about him. If this is the 
case, the individual shall have the right to obtain information, to inspect the 
records, and to be provided with records as directed by this Act.

(2) Each individual shall have the right to use the information and records 
which he has obtained from the Federal Archives on the basis of this Act as 
provided by general law.

(3) It shall not be admissible to impair the legitimate interests of other individ-
uals by disclosing information, permitting inspection of records or providing 
records.

Article 4 Permissibility of Public and Private Bodies to Use  
Records of the State Security Service

(1) Public and private bodies shall have access to the records or use them only 
as provided by this Act. If persons concerned, third parties, near relatives of 
missing or deceased persons, employees or beneficiaries of the State Security 
Service submit personal data of their own accord, this data may be used for the 
purpose for which it was submitted.

(2) If the Federal Archives establishes or is informed that personal data in the 
records is incorrect, or the person concerned disputes that the data is correct, 
a separate remark to this effect shall be made in the records.

(3) If personal data is communicated pursuant to a request according to Art-
icles 20 to 25, and after its communication it proves to be incorrect regard-
ing the person about whom it was requested, it shall be corrected toward the 
recipient, unless it is irrelevant to the case under consideration.

(4) The overriding legitimate interests of other persons may not be impaired 
by use of the records.

Article 5 Specific Prohibited Use

(1) It is inadmissible to use personal data to the detriment of persons concerned 
or third parties if it was collected about them in the course of deliberate, includ-
ing secret, information-gathering or spying on these persons. This shall not 
be applicable to cases pursuant to Article 21, Paragraph 1, Sentences 1 and 2 
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if statements made by the persons concerned or third parties are proved to be 
partially or completely incorrect on the basis of this information.

(2) The use of records shall be inadmissible for a limited time period if the 
competent public prosecutor or the court declares to the Federal Archives 
that use of the records during this time period could affect the carrying out 
of criminal prosecution. This shall not apply if it would unreasonably impair 
individuals in obtaining their rights. In this case, use of the records shall occur 
in agreement with the public prosecutor or with the court.

Article 6 Definitions

(1) “Records of the State Security Service” refers to:

1. all information-recording media, irrespective of the form of storage, in 
particular

a) files, data files, documents, cards, plans, films, visual material, audio 
material, and other recordings;

b) machine-produced or handwritten copies and other duplicates of 
the above;

c) evaluation aids, particularly programs for automated data process-
ing,

 to the extent that they came into the possession of or originated at the 
State Security Service or Department 1 of the Criminal Police Division of 
the Volkspolizei (People’s Police) or were given to them for their use;

2. court and public prosecutor files of the State Security Service.

(2) The following shall not be deemed part of the records:

1. written communications and their enclosures which the State Security 
Service sent to other public or private bodies, if these bodies were not 
legally or de facto authorized to issue directives to the State Security 
Service;

2. records which were returned or conveyed to other bodies for reasons 
of competence and in which no indication can be found that the State 
Security Service took measures or caused them to be taken;



13

3. records which were processed before 8 May, 1945 and in which no indi-
cations can be found that the State Security Service took any other action 
than to prepare them for storage in its own archives;

4. objects and records which were unlawfully taken or kept from data sub-
jects or third parties by the State Security Service; if this regards written 
communication, it is admissible for the Federal Archives to make copies 
for the records.

(3) “Persons concerned” as defined by this Act refers to persons about whom 
the State Security Service collected personal data by deliberate, including 
secret, information  gathering or spying. Sentence 1 shall not be applicable

1. to employees of the State Security Service if collecting information 
served only to make contact with and recruit employees for the State 
Security Service or to monitor the activities of employees of the State 
Security Service;

2. to beneficiaries, if collecting information only served to make contact 
with them or to monitor their behaviour with regard to benefits received.

(4) “Employees of the State Security Service” refers to official employees and 
unofficial collaborators.

1. “Official employees” refers to persons who had an official employment 
or service relationship with the State Security Service. The term can also 
refer to “Special Task Officers”.

2. “Unofficial collaborators” refers to persons who agreed to supply the 
State Security Service with information.

(5) The provisions regarding employees of the State Security Service shall be 
applicable mutatis mutandis to

1. persons who were legally or de facto authorized to issue directives to em-
ployees of the State Security Service with respect to their State Security 
Service-related activities;

2. unofficial collaborators of Department 1 of the Criminal Police Division 
of the Volkspolizei (People’s Police).
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(6) “Beneficiaries” refers to persons who

1. were substantially assisted by the State Security Service, in particular by 
being provided with economic advantages;

2. were protected by the State Security Service or at its behest from pros-
ecution for a criminal act;

3. with the knowledge, connivance or assistance of the State Security Ser-
vice planned or committed criminal acts.

(7) “Third parties” refers to other persons about whom the State Security Ser-
vice collected information.

(8) It shall be ascertained for each piece of information if the person involved 
was an employee of the State Security Service, a beneficiary, a person con-
cerned or a third party. The determining factor for ascertaining the above shall 
be the purpose for which the information was documented in the records.

(9) “Use of the records” refers to transmission of records, communication of 
information from the records, as well as other processing and use of the in-
formation. If it is not otherwise directed in this provision, the Articles 2 and 3 
of the Federal Data Protection Act shall be applicable, except that religious 
societies shall be deemed to be private bodies.

(10) Personal information as defined by this Act is individual data on personal 
or factual circumstances of a specific or identifiable living or deceased person. 

(11) Anonymization is personal information that has been altered such that 
the individual data on personal or factual circumstances can no longer be at-
tributed to a specific or identifiable natural person or can only be attributed to 
such a person through a disproportionate expenditure of time, costs and labor.
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PART TWO 
REGISTRATION OF RECORDS

Article 7 Location of Records – Duty to Report

(1) All public bodies shall assist the Federal Archives in locating and registering 
the State Security Service records. If they are aware or become aware in the 
course of their duties that such records of the State Security Service or written 
or machine-produced copies or other duplicates of such records are in their 
possession, they shall report this fact to the Federal Archives without delay.

(2) The Federal Archives, in agreement with a public body, is entitled to inspect 
the registers, archives, and other information collections of this public body if 
there is sufficient indication that State Security Service records can be found 
therein.

(3) As soon as they become aware that they are in possession of State Security 
Service records or written or machine produced copies or other duplicates of 
such records, private individuals and other private bodies are obliged to report 
this fact to the Federal Archives without delay.

Article 8 Obligation of Public Bodies to Relinquish Records

(1) At the request of the Federal Archives, each public body shall relinquish 
without delay State Security Service records, including written and machine-
produced copies and other duplicates, which are in their possession.

(2) If the public body requires the records for the performance of its duties 
within the limitations of use pursuant to Articles 20 to 23 and 25, it shall be 
entitled to make duplicates for its records. Original records shall be kept only 
if they are indispensable for the performance of duties in an individual case. In 
such a case the Federal Archives shall, upon request, be provided with dupli-
cates.

(3) The intelligence services of the Federation and the federal states shall 
relinquish records regarding persons concerned in their entirety and without 
retaining any part of the records or duplicates thereof.
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Article 9 Obligation of Private Bodies to Relinquish Records

(1) At the request of the Federal Archives, every private individual and every 
other private body shall relinquish State Security Service records without delay 
if such records are not the personal property of the private individual or of the 
private body. Proof of ownership shall be incumbent upon the private indi-
vidual or other private body. Personal ownership can be assumed to exist if 
the private individual or other private body personally compiled records as 
described in Article 10, Paragraph 4.

(2) If it is obligatory to relinquish records to the Federal Archives, then all cop-
ies and other duplicates shall also be relinquished to them.

(3) At the request of the Federal Archives, every private individual and every 
other private body shall relinquish records of the state security service which 
are their personal property to the Federal Archives, in order that written or 
machine-produced copies or other duplicates of these records can be made.

Article 10 Records of the German Socialist Unity Party and other 
Organizations and Mass Organizations as well as Other Documents 
in Connections with the State Security Service

(1) In order to perform its duties according to this Act, the Federal Archives 
shall be entitled to request information of the competent bodies regarding the 
nature, contents, and storage location of records of the German Socialist Unity 
Party (SED) and other related parties and mass organizations.

(2) The Federal Archives shall be entitled to request inspection of such records. 
It shall be assisted in locating such records.

(3) Upon request, the Federal Archives shall be provided with duplicates of 
records which are related to the activities of the State Security Service and 
which it requires to perform its duties according to this Act. The duplicates 
shall become part of the records pursuant to Article 6, Paragraph 1.

(4) Paragraphs 1 to 3 shall be applicable mutatis mutandis to records which 
were recognizably established in cooperation between the State Security 
Service and other public or private bodies of the former German Democratic 
Republic, either at the behest of the former or in order to carry out its orders 
or directions.
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Article 11 Returning and Relinquishing Records to other  
Authorities

(1) Records which belong to other authorities and contain no indications of 
measures taken or ordered by the State Security Service shall be returned to 
the competent bodies by the Federal Archives

1. upon request, or

2. if it becomes aware of the existence of such records in the course of its 
duties.

The Federal Archives shall be entitled to make duplicates for the records.

(2) The Federal Archives shall relinquish records of the Federation, the federal 
states, or their intelligence services with a classification of “Confidential” or 
higher to the Federal Minister of the Interior, Building and Community or the 
competent federal state authority. It shall be entitled to make duplicates for 
the records. Records of international or supranational organizations, and of 
foreign states, which are classified as “Confidential” or higher and which the 
Federal Republic of Germany is obligated by international treaty to protect 
from unauthorized access shall be relinquished to the Federal Minister of the 
Interior, Building and Community as the national security authority respon-
sible for the protection of secrecy.

(3) Records stored by the Federal Archives according to this Act relating to 
plant facilities, technical processes and site environmental contamination 
of enterprises wholly or partially subordinated to or affiliated with the State 
Security Service shall be relinquished upon request to the person or persons 
currently authorized to dispose of such records. The Federal Archives shall be 
entitled to make duplicates for the records.

(4) The Federal Archives shall relinquish records that it stores according to this 
Act relating to properties and other objects, in particular ground plans and 
plans of plumbing and heating, electricity and telephone installations, to the 
person or persons currently authorized to dispose of such records. It shall be 
entitled to make duplicates for the records.

(5) If former official employees of the State Security Service are to be employed 
or to remain employed in public service, the necessary personnel records 
stored by the Federal Archives according to this Act shall be relinquished to
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the competent body for personnel files. The Federal Archives shall be entitled 
to make duplicates for the records.

(6) If former official employees of the State Security Service receive pensions, 
the necessary personnel records stored by the Federal Archives according to 
this Act shall be relinquished to the competent pension administration author-
ity. The Federal Archives shall be entitled to make duplicates for the records.

(7) The provisions for supplying and relinquishing records in accordance with 
Articles 5 to 7 of the Federal Archives Act remain unaffected.
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PART THREE 
USE OF THE STATE SECURITY SERVICE RECORDS

Chapter One 
The Right of Persons Concerned, Third Parties, Employees and  
Beneficiaries of the State Security Service

Article 12 Procedural Provisions for Persons Concerned, Third  
Parties, Employees and Beneficiaries of the State Security Service

(1) Requests to receive information and inspect and obtain records shall be 
issued in writing. The applicant shall be obliged to prove his identity by pre-
senting an official or notarized confirmation of it from the competent fed-
eral state authority. If he is acting as an authorized representative, he shall be 
ob liged to present a power of attorney. If the request is made by an authorized 
representative with power of attorney, then

1. either the persons concerned, third parties, employees or beneficiaries, 
or

2. their attorney, when expressly authorized to do so, shall be entitled to 
receive information and, inspect and obtain records.

If an applicant who has the right to inspect the records is dependent on the 
assistance of others to do so, it shall be permitted that he be accompanied by 
a person in his confidence. It shall be required to substantiate the necessity for 
such assistance. It shall be admissible for the Federal Archives to turn away the 
accompanying person if particular grounds justify doing so.

(2) The Federal Archives shall provide information in writing, unless circum-
stances warrant another form of disclosure. It shall exercise due discretion in 
this matter.

(3) If a request is to be handled with priority, the need for urgency must be 
justified. It can be assumed that the need for urgency is justified if the infor-
mation is necessary for purposes of rehabilitation, compensation, to avert 
infringement of personal privacy or to exonerate the person concerned from 
the accusation of cooperation with the State Security Service.

(4) Either the original records or duplicates shall be inspected. If, in addition 
to the personal data regarding the person concerned, the records also contain 
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information regarding other persons concerned or third parties, inspection of 
original records shall be permitted only if

1. the other persons concerned or third parties have given their consent and

2. the separation of personal data regarding other persons concerned or 
third parties is not possible or would entail unwarranted effort, and there 
is no reason to assume that the other persons concerned or the third par-
ties would have an overriding legitimate interest in keeping them secret.

Furthermore, the right shall be granted to inspect duplicates in which personal 
information relating to persons concerned or third parties has been rendered 
anonymous. Inspection of records shall take place at all offices or in digital 
form.

(5) Duplicates of records shall be provided only after the personal data regard-
ing other persons concerned and third parties has been rendered anonymous.

(6) The right to inspect and be provided with records shall not apply to evalu-
ation aids (Article 6, Paragraph 1, Sentence 1, Letter c). If the records cannot 
be found or can be found only with unwarranted effort, the right to inspect 
and be provided with records shall extend to duplicates of file cards which are 
used in the evaluation of the records and in which personal data regarding the 
applicant is contained.

Article 13 The Right of Persons Concerned and Third Parties to 
Receive Information and Inspect and Obtain Records

(1) At their request, persons concerned shall be provided with information 
regarding existing accessible records. In their request they shall supply data 
which make it possible to locate records. The purpose for which information is 
being requested need not be given.

(2) The information shall consist of a description of the existing prepared 
records regarding the person concerned and their contents. Providing infor-
mation can at first be limited to a communication that records exist and that 
the person concerned may have the opportunity to inspect these records.

(3) Upon request the person concerned shall be given the opportunity to in spect 
the prepared records which regard them.
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(4) The person concerned shall on request be provided with duplicates of the 
records. Any personal data contained in these duplicates regarding other per-
sons concerned or third parties shall be rendered anonymous.

(5) When existing accessible records on the person concerned which the latter 
has inspected or obtained duplicates of contain the aliases of State Security 
Service employees who gathered or used information about him or of officers 
who handled them, the person concerned shall on request be given the names 
of such employees, along with any further particulars to be found in Stasi 
records which make it possible to positively identify these persons. The first 
Sentence shall also apply to other persons who informed on the person con-
cerned in writing if the contents of such information could have been used to 
disadvantage the person concerned. The interest of employees and informers 
in keeping their names secret shall not rule out disclosure of their names.

(6) Paragraph 5, Sentences 1 and 2 shall not apply if the employee of the State 
Security Service or the informer had not yet reached the age of 18 at the time 
of the activities against the person concerned.

(7) Paragraphs 1 to 6 shall be applicable mutatis mutandis to third parties, 
on condition that the applicant supplies particulars which make it possible to 
locate the information. The information shall be provided only if the necessary 
effort is not disproportionate to the applicant’s declared interest in obtaining 
information.

Article 14 (repealed)

Article 15 The Right of Near Relatives of Missing and Deceased 
Persons to Receive Information and Inspect and Obtain Records

(1) At their request, near relatives shall be provided with information

1. for the rehabilitation of a missing or deceased person;

2. to protect the right to privacy of a missing or deceased person, particu-
larly to clarify accusations of cooperation with the State Security Service;

3. to clarify the fate of missing or deceased persons.

Near relatives in the sense of Paragraph 3 are to be granted information upon 
request, if and insofar as they can substantiate eligible interests in the sense 
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of Article 1, Paragraph 1, Number 1 and no preponderant interests warrant-
ing protection are compromised. Persons requesting information pursuant to 
Sentence 1 or Sentence 2 shall substantiate the purpose for their request and 
provide proof of their relationship to missing or deceased person.

(2) Article 13, Paragraph 1, Sentence 2, and Paragraphs 2 to 6 shall be applic-
able mutatis mutandis.

(3) Near relatives are spouses, partners, children, grandchildren, parents and 
siblings. Near relatives also include, with regard to biological parents, adopted 
children as well as the biological parents of adopted children when it cannot 
be excluded that the State Security Service had influence on the adoption or 
on the fate of the biological parents.

(4) Near relatives also include relatives up to the third degree, when it is plaus-
ible that no near relatives in the sense of Clause 3 are available.

(5) Paragraph 1 shall not be applicable if the missing or deceased persons have 
left another disposition or if their wishes to the contrary can be clearly inferred 
from other circumstances.

Article 16 The Right of Employees of the State Security Service to 
Receive Information and Inspect and Obtain Records

(1) Upon request, employees of the State Security Service shall be provided 
with information regarding the personal data contained in their personal 
records.

(2) The information can include a description of the nature and scope of their 
activities and of the group of persons who were the subjects of their reports, 
and also remarks about the frequency of their reports.

(3) Upon request, the employee shall be permitted to inspect his personal 
records. Article 12, Paragraph 4, Sentence 2, Number 2 shall not be applicable.

(4) Upon request, the employee can be provided with information regarding 
reports which he prepared and can be permitted to inspect such reports if he 
can substantiate a legitimate reason for doing so. This shall not be applicable 
if it is outweighed by the legitimate interests of persons concerned or of third 
parties in maintaining secrecy.
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(5) Upon request, the employee shall be provided with duplicates of his per-
sonal records. Personal data in these records regarding persons concerned or 
third parties shall be rendered anonymous.

Article 17 The Right of Beneficiaries to the Receive Information 
and Inspect and Obtain Records

(1) Article 16, Paragraphs 1, 3 and 5 shall be applicable mutatis mutandis to the 
right of beneficiaries to receive information and inspect and obtain records.

(2) The beneficiary shall supply particulars which make it possible to locate 
the records.

(3) Paragraph 1 shall not be applicable if the competent supreme federal 
authority or the competent federal state authority declares to the Federal 
Archives that disclosing information, permitting inspection of the records or 
providing records may not occur due to an overriding public interest.

Article 18 The Right to Receive Information and Inspect and  
Obtain Records in the Case of Court and Public Prosecutor Files of 
the State Security Service

With respect to files of courts and public prosecutors which the Federal 
Archives stores according to this Act, the respective Orders of Legal Procedure 
shall be applicable instead of Article 12, Paragraphs 4 to 6 and Articles 13, 15 
to 17 and 43.

Chapter Two 
Use of State Security Records by Public and Private Bodies

Article 19 Access to Records by Public and Private Bodies,  
Procedural Provisions

(1) The Federal Archives issues communications to public and private bodies, 
allowing them access to documents and releases documents to them, in so far 
as their use is permissible in accordance with Articles 20 to 23, 25 and 26. In the 
case of Article 20 Paragraph 1, Number 6, Letters c to h, Number 7, Letters b 
to f and of Article 21 Paragraph 1, Number 6, Letters c to h, and Number 7, Let-
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ters b to f, communication, access to documents and release are omitted when 
there are no indications available that unofficial activity for the State Security 
Service or a foreign intelligence service was present after 31 December, 1975. 
Clause 2 does not apply when evidence emerges from the documents that an 
employee has committed a crime in connection with unofficial activity or has 
violated the basic principles of humanity or rule of law.

(2) It shall be admissible for the public body competent for the performance 
of the respective duty to direct its request to the Federal Archives. If a request 
is made for a private body, proof of entitlement shall be established in writing 
with reference to the legal basis for entitlement.

(3) The Federal Archives shall check if a request for disclosure of information, 
for inspection of records, or for obtaining records is related to an admissible 
purpose, if it lies within the remit of the recipient, and to what extent use 
of the records is necessary for the stated purpose. Regarding requests from 
courts, public prosecutors, and police authorities, to the extent that they are 
acting as auxiliary bodies of the Public Prosecutor, the Federal Archives shall 
check on admissibility only if due cause exists.

(4) The Federal Archives shall make declarations in writing, unless individual 
circumstances warrant another form of declaration. It shall exercise due dis-
cretion in this matter.

(5) If the request for a declaration is to be handled with priority, it shall be 
required to justify the need for urgency. It can be assumed that the need for 
urgency is justified,

1. if the information is necessary for purposes of rehabilitation, compensa-
tion, to avert infringement of personal privacy or to exonerate the person 
concerned from the accusation of cooperation with the State Security 
Service;

2. for the clarification, registration, and safekeeping of assets of the former 
German Democratic Republic and the former entities with headquarters 
within its territory, as well as the assets which were assigned to the Com-
mercial Coordination sector;

3. for investigating persons in cases pursuant to Article 20, Paragraph  1, 
Numbers 6, 7, 11 and 12, and Article 21, Paragraph 1, Numbers 6 to 9;
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4. for criminal prosecution and to avert harm in cases pursuant to Article 23, 
Paragraph 1, Sentence 1, Number 1, Letters a and b, and Number 2.

(6) It shall be permitted to inspect records if declarations are not sufficient. 
Article 12, Paragraph 4 shall be applicable mutatis mutandis except that the 
person whom the request regards shall be substituted for the applicant.

(7) The records shall be provided if the requesting body can substantiate 
that declarations and inspection are not sufficient or that inspection would 
involve unjustifiable effort. Original sources shall be provided only if they are 
indispens able, particularly as evidence. They shall be returned to the Federal 
Archives without delay as soon as they are no longer required as evidence. Art-
icle 12, Paragraph 4, Sentences 2 and 3 shall be applicable mutatis mutandis if 
the records also contain personal data regarding other persons concerned and 
third parties in addition to the personal data regarding the involved person.

(8) In cases pursuant to Article 20, Paragraph 1, Numbers 6, 7, 11 and 12, and 
Article 21, Paragraph 1, Numbers 6 to 9, communication, access to documents 
and release are omitted if

1. the information relates to activity while carrying out compulsory military 
service in the armed forces of the former German Democratic Republic 
or in another service, outside the State Security Service, corresponding to 
military service, in which no personal information was supplied and the 
activity was not continued after the completion of military service or

2. it can be established according to the contents of prepared records that, 
despite the existence of an agreement of cooperation, no information 
was supplied.

Article 3, Sentence 1 shall remain unaffected.

Article 20 Use by Public and Private Bodies of Records not  
Containing Personal Data

(1) If records contain no personal data regarding persons concerned or third 
parties, they may be used as necessary by public and private bodies for the 
following purposes:

1. rehabilitation of persons concerned and missing and deceased persons, 
compensation, payments pursuant to the Act regarding prisoners;
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2. protection of privacy;

3. clarification of the fate of missing persons and of unexplained deaths;

4. cessation or suspension of pension payments according to the Pension 
Benefits Act or reduction or disallowance or cessation of payments pur-
suant to the Pension Benefits Act;

5. clarification, registration, and safekeeping of assets of the former German 
Democratic Republic and the former entities with headquarters within its 
territory, as well as the assets which were assigned to the Commercial 
Coordination sector;

6. examination of the following persons in accordance with the require-
ments of the applicable provisions, and with their knowledge, to deter-
mine whether they were employed officially or unofficially for the State 
Security Service, in so far as this did not involve activities for the State 
Security Service before the age of 18:

a) members of the Federal Government or of a provincial government 
as well as miscellaneous persons in an official-legal relationship;

b) representatives, members of local representative bodies, local elected  
officials as well as honorary mayors and according representative for 
a community part;

c) public officials who can be moved into temporary retirement at any 
time, and employees in corresponding functions;

d) employees of public bodies at service posts assessed with pay grade 
A 9, pay grade E 9 or a higher pay grade or pay category, that without 
prejudice to the cases stated in Number 7 hold a leading position, 
as well as the members of representative and supervising bodies 
appointed by the public sector in institutions in which the absolute 
majority of shares or the absolute majority of public votes are in the 
public sector; moreover, all employees in public service can be inves-
tigated if facts justify the suspicion of official or unofficial activities 
for the Ministry of State Security of the former German Democratic 
Republic;

e) professional judges and honorary judges;
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f) soldiers at service posts assessed with pay grade A 13 or higher that 
hold a leading position, as well as staff officers who are employed on 
service posts with outside influence in the integrated area (domes-
tic or foreign), in the attaché service or with miscellaneous agencies 
abroad;

g) members of the presidium and of the executive committee as well 
as executives of the German Olympic Federation, its central associ-
ations and of the Olympic subsidiaries, representatives of the Ger-
man sport in international bodies as well as trainers and responsible 
organizers of members of the German national teams;

h) persons who in the cases of Letters a to g apply for the office, the 
function or the position;

 the determination can also refer to the activity for a foreign intelligence 
service;

7. examination of the following persons in accordance with the applicable 
provisions, and with their knowledge, to determine whether they were 
employed officially or unofficially for the State Security Service, in as far 
as this did not involve activities for the State Security Service prior to 
age 18:

a) the Federal Commissioner for the Victims of the SED Dictatorship at 
the German Bundestag and the employees of the Federal Commis-
sioner for the Victims of the SED Dictatorship at the German Bun-
destag;

b) the State Commissioners for the Reappraisal of the SED Dictatorship 
and the Consequences of the Communist Dictatorship and their em-
ployees;

c) members of the advisory body pursuant to Article 39 and the em-
ployees of the Federal Archives, insofar as the employees deal with 
documents of the State Security Service within the scope of their 
assigned duties or actual performed tasks;

d) other employees of public positions who deal with the processing of 
claims in accordance with the German Criminal, Administrative and 
Professional Rehabilitation Act;
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e) employees and honorary employees as well as members of the bod-
ies of those other institutions who deal primarily with the analysis of 
the activity of the State Security Service or of the power mechanisms 
of the former German Democratic Republic or of the former Soviet 
occupation zone;

f) persons who apply in the aforementioned cases for the office, the 
function or the position;

 the determination can also refer to the activity for a foreign intelligence 
service;

8. procedures pursuant to granting or denying permission to carry weapons 
pursuant to the Weapons Act, the Federal Hunting Act, the Explosives 
Act, the War Weapons Control Act and the Foreign Trade and Payments 
Act, if indications regarding the personal reliability of the former State 
Security Service employee can be found in the records;

9. recognition of periods of employment, payment and transfer of pensions 
of former employees of the State Security Service;

10. matters of order;

11. security inspections of persons with their knowledge in accordance with 
security assessment laws of the national government and federal states 
to determine whether they were employed officially or unofficially for 
the State Security Service, in so far as this did not involve activities for the 
State Security Service before the age of 18; the determination can also 
refer to the activity for a foreign intelligence service;

12. inspections of the reliability of persons with their knowledge in accord-
ance with Article 7 of the Air Safety Act and Article 12 b Paragraph  2, 
Number 3 of the Atomic Energy Act as well as Article 5 Paragraph  1, 
Number 6, Article 7 Paragraph 3, Number 3 of the Atomic Reliability 
Assessment Ordinance, to determine whether they were employed offi-
cially or unofficially for the State Security Service, in so far as this did not 
involve activities for the State Security Service before the age of 18; the 
determination can also refer to the activity for a foreign intelligence ser-
vice.

(2) Article 26 shall remain unaffected.
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(3) Use for the purposes named in clause 1, Number 6 is forbidden after 
31 December, 2030. Documents for information and communications which 
have accumulated in connection with earlier examinations at the requesting 
places are to be offered to the Federal Archives or to the responsible national 
archive or local archive or, with members of the German Parliament, the 
archive of the German Parliament.

Article 21 Use by Public and Private Bodies of Records  
Containing Personal Data of Persons Concerned and Third Parties

(1) If records contain personal data regarding persons concerned or third par-
ties, they may be used as necessary by public and private bodies for the fol-
lowing purposes:

1. rehabilitation of persons concerned and missing and deceased persons, 
compensation, payments pursuant to the Act regarding prisoners;

2. protection of privacy;

3. clarification of the fate of missing persons and of unexplained deaths;

4. cessation or suspension of pension payments according to the Pension 
Benefits Act or reduction or disallowance or cessation of payments pur-
suant to the Pension Benefits Act;

5. clarification, registration, and safekeeping of assets of the former German 
Democratic Republic and the former entities with headquarters within its 
territory, as well as the assets which were assigned to the Commercial 
Coordination sector;

6. examination of the following persons in accordance with the applicable 
provisions, and with their knowledge, to determine whether they were 
employed officially or unofficially for the State Security Service, in as far 
as the determination cannot be made with the documents named in Art-
icle 20 and it did not involve activities for the State Security Service prior 
to age 18:

a) members of the Federal Government or of a provincial government 
as well as miscellaneous persons in an official-legal relationship;
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b) representatives, members of local representative bodies, local elected  
officials as well as honorary mayors and according representative for 
a community part;

c) public officials who can be moved into temporary retirement at any 
time, and employees in corresponding functions;

d) employees of public bodies at service posts assessed with pay grade 
A 9, pay grade E 9 or a higher pay grade or pay category, that without 
prejudice to the cases stated in Number 7 hold a leading position, 
as well as the members of representative and supervising bodies 
appointed by the public sector in institutions in which the absolute 
majority of shares or the absolute majority of public votes are in the 
public sector; moreover, all employees in public service can be inves-
tigated if facts justify the suspicion of official or unofficial activities 
for the Ministry of State Security of the former German Democratic 
Republic;

e) professional judges and honorary judges;

f) soldiers at service posts assessed with pay grade A 13 or higher that 
hold a leading position, as well as staff officers who are employed on 
service posts with outside influence in the integrated area (domes-
tic or foreign), in the attaché service or with miscellaneous agencies 
abroad;

g) members of the presidium and of the executive committee as well 
as executives of the German Olympic Federation, its central associ-
ations and of the Olympic subsidiaries, representatives of the Ger-
man sport in international bodies as well as trainers and responsible 
organizers of members of the German national teams;

h) persons who in the cases of Letters a to g apply for the office, the 
function or the position;

 the determination can also refer to the activity for a foreign intelligence 
service;

7. examination of the following persons in accordance with the applicable 
provisions, and with their knowledge, to determine whether they were 
employed officially or unofficially for the State Security Service, in so 
far as the determination cannot be made with the documents named in 
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Article 20 and it does not involve activities for the State Security Service 
before the age of 18:

a) the Federal Commissioner for the Victims of the SED Dictatorship at 
the German Bundestag and the employees of the Federal Commis-
sioner for the Victims of the SED Dictatorship at the German Bun-
destag;

b) the State Commissioners for the Reappraisal of the SED Dictatorship 
and the Consequences of the Communist Dictatorship and their em-
ployees;

c) members of the advisory body pursuant to Article 39 and the em-
ployees of the Federal Archives, insofar as the employees deal with 
documents of the State Security Service within the scope of their 
assigned duties or actual performed tasks;

d) other employees of public positions who deal with the processing of 
claims in accordance with the German Criminal, Administrative and 
Professional Rehabilitation Act;

e) employees and honorary employees as well as members of the bodies 
of those other institutions who deal primarily with the analysis of the 
activity of the State Security Service or of the power mechanisms 
of the former German Democratic Republic or of the former Soviet 
occupation zone;

f) persons who apply in the aforementioned cases for the office, the 
function or the position;

 the determination can also refer to the activity for a foreign intelligence 
service;

8. security inspections of persons with their knowledge in accordance with 
the requirements of the applicable provisions, and with their knowledge, 
to determine whether they were employed officially or unofficially for 
the State Security Service, in so far as this did not involve activities for the 
State Security Service before the age of 18; the determination can also 
refer to the activity for a foreign intelligence service;
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9. inspections of the reliability of persons with their knowledge in accord-
ance with Article 7 of the Air Safety Act and Article 12 b Paragraph  2, 
Number 3 of the Atomic Energy Act as well as Article 5 Paragraph  1, 
Number 6, Article 7 Paragraph 3, Number 3 of the Atomic Reliability 
Assessment Ordinance, to determine whether they were employed offi-
cially or unofficially for the State Security Service, in so far as this did not 
involve activities for the State Security Service before the age of 18; the 
determination can also refer to the activity for a foreign intelligence ser-
vice.

(2) The special use prohibition in accordance with Article 5 Paragraph  1 
remains inviolate.

(3) Use for the purposes named in clause 1, Number 6 is forbidden after 
31 December, 2030. Documents for information and communications which 
have accumulated in connection with earlier examinations at the requesting 
places are to be offered to the Federal Archives or to the responsible national 
archive or local archive or, with members of the German Parliament, the 
archive of the German Parliament.

Article 22 Use of Records – Parliamentary Investigative  
Committees

(1) The right of parliamentary investigative committees to gather evidence, 
pursuant to Article 44, Paragraphs 1 and 2 of the Basic Law, shall extend to the 
records of the State Security Service.

(2) Paragraph 1 shall be applicable mutatis mutandis to the parliamentary 
investigative committees of the federal states.

Article 23 Use of Records for Criminal Prosecution and to Avert 
Harm

(1) If records contain personal data regarding persons concerned or third par-
ties, they may be used as necessary

1. for the prosecution of

a) criminal acts committed in connection with the regime of the former 
German Democratic Republic, particularly criminal acts committed 
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in connection with the activities of the State Security Service, other 
security, prosecuting and penal authorities, as well as courts;

b) crimes in the cases of Articles 211, 212, 239 a, 239 b, 306 to 306 c, 307 
to 309, 313, 314 and 316 c of the criminal code as well as of felonies 
in accordance with

aa) Article 6 of the International Criminal Code,

bb) Articles 51, 52 Paragraph 1, Numbers 1, 2, Letters c and d, as 
well as Paragraphs 5 and 6 of the Firearms Act,

cc) Article 19, Paragraphs 1 to 3, Article 20, Paragraph 1 and 2, in 
connection with Article 21, and Article 22 a, Paragraphs 1 to 3 
of the Act for the Control of Military Arms,

dd) Article 29, Paragraph 3, clause 2, Number 1, Article 29 a, Para-
graph 1, Number 2, as well as Article 30 Paragraph 1, Numbers 1 
and 2 of the Narcotics Law,

ee) Article 30, Paragraph 1, Number 4 of the Narcotic Law, in as 
far as the offender has acted professionally or as member of a 
gang;

c) criminal acts committed in connection with the National Socialist 
regime;

d) criminal acts pursuant to Article 44 of this Act;

2. to avert an immediate substantial threat to public safety, in particular to 
prevent imminent perpetration of criminal acts.

Article 5, Paragraph 1 shall not be applicable. Specific prohibited use pursuant 
to the provisions of the Rules of Criminal Procedure shall remain unaffected.

(2) Other records may be used if necessary for the prosecution of criminal acts, 
inclusive of providing legal counsel in criminal cases, or to avert a substantial 
threat to public safety, particularly threatened criminal acts.
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Article 24 Use of Court and Public Prosecutor Files ceded to the 
State Security Service

(1) With respect to the use of files from courts and public prosecutors that are 
held by the Federal Archives according to this Act, the respective legal pro-
cedures shall be applicable instead of Articles 19 to 21, 23, 25 to 30 and 43. 
Article 5, Paragraph 1 shall not be applicable if it is a matter regarding criminal 
acts pursuant to Article 23, Paragraph 1, Number 1.

(2) The Federal Archives shall submit on request records pursuant to Para-
graph 1, Sentence 1, to courts, public prosecutors and police authorities, if 
these are acting as auxiliary bodies of the public prosecutor. The records shall 
be returned without delay as soon as they are no longer required for the stated 
purpose.

Article 25 Use of Records by Intelligence Services

(1) If the records contain personal data regarding persons concerned or third 
parties, they may not be used by or for an intelligence service. Exceptions are 
records which contain personal data regarding

1. employees of the intelligence services of the Federation, the federal 
states or the Federation’s allies, if it is necessary to use the records to 
avert harm to these employees or to the intelligence services;

2. employees of other intelligence services if use of the records is necessary 
for counterespionage.

(2) Records, if they contain no personal data regarding persons concerned or 
third parties, may be used by or for the intelligence services of the Federation 
and the federal states within the framework of their duties as well as by or for 
intelligence services of allies if they contain information regarding

1. espionage or counterintelligence;

2. violent extremism or terrorism

as defined by the Federal Constitutional Protection Act.

(3) In cases pursuant to Paragraph 1, Sentence 2, Article 5, Paragraph 1 shall 
remain unaffected.



35

(4) In cases pursuant to Paragraph 1, Sentence 2 and to Paragraph 2, the Fed-
eral Minister of the Interior, Building and Community shall be empowered to 
order the Federal Archives to relinquish records without retaining any part 
or duplicates there-of, if leaving such records in the custody of the Federal 
Archives would be detrimental to the Federation or a state. Such an order shall 
require the consent of the Parliamentary Control Panel pursuant to the Act 
governing the Parliamentary Control of Intelligence Activities by the Feder-
ation.

(5) In addition, records pursuant to Article 26 may be used by or for intelli-
gence services within the framework of their legal duties.

Article 26 Use of Service Regulations and Organizational Plans 
and Further Documents

(1) Guidelines, service regulations, organizational plans and personnel plans of 
the State Security Service, if they contain no personal data regarding persons 
concerned or third parties, may also be used for other purposes. The same 
shall be applicable to plans and drawings of property and other objects of the 
State Security Service, in particular to ground plans and plans of plumbing and 
heating, electricity and telephone installations.

(2) Documents that were not specifically created for private individuals, may 
also be used for other purposes provided they do not predominantly contain 
personal information worthy of protection.

Article 27 Unsolicited Reports to Public Bodies

(1) If in the course of duties pursuant to Article 37, the Federal Archives es-
tablishes that one of the following persons has been an official employee or 
un official collaborator of the State Security Service:

1. persons who administer an office or carry out a function in accordance 
with Article 20 Paragraph 1, Number 6, Letters a or b;

2. persons who administer an office in accordance with Article 20 Para-
graph 1, Number 7, Letter a;

3. to 7. (repealed);
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8. persons who, because of their activities, may use records pursuant to 
Article 20, Paragraph 1, Number 4, or Article 21, Paragraph 1, Number 4;

it shall report this to the competent body.

(2) If the Federal Archives establishes in the course of its duties according to 
Article 37 that there are indications in the records for

1. a criminal act in connection with activities of the State Security Service;

2. one of the criminal acts pursuant to Article 23, Paragraph 1, Number 1, 
Letter b;

3. a substantial impairment of public safety;

4. the existence of assets pursuant to Article 20, Paragraph 1, Number 5 and 
Article 21, Paragraph 1, Number 5;

it shall report this to the competent body.

(3) If the Federal Archives establishes in the course of its duties according 
to this Act that there is information in the records regarding intelligence,  
counterintelligence, violent extremism, or terrorism pursuant to the Federal 
Constitutional Protection Act, it shall report this of its own accord to the Fed-
eral Minister of the Interior, Building and Community.

(4) Reports pursuant to Paragraphs 1 to 3 shall only be admissible if they may 
also be made pursuant to a request.

Article 28  (repealed)

Article 29  Limitations of Use

(1) In accordance with Articles 19 to 23, 25 and 27 personal data conveyed may 
only be processed and used for the purposes for which it has been conveyed. It 
may be used for other purposes only if the requirements pursuant to Articles 
20 to 23 and 25 have been met.

(2) Consent of the Federal Archives shall be required if, pursuant to Para-
graph 1, Sentence 2, personal data regarding persons concerned or third par-
ties is to be processed or used for another purpose.
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(3) Paragraphs 1 and 2 shall be applicable mutatis mutandis for personal data 
in the records which, pursuant to Article 8, Paragraph 2, remain with public 
bodies.

Article 30  Notification

(1) If personal data on a person concerned is conveyed by the Federal Archives 
in accordance with Articles 21 and 27 Paragraph 1, the person concerned is to 
be notified of the nature of the information conveyed and of the recipients.

(2) Notification shall not be compulsory if the person concerned has been 
otherwise informed of the communication or if notification would require 
unjustifiable effort.

(3) Notification shall not occur during a particular time period if the competent 
supreme Federal or federal state authority declares to the Federal Archives 
that notification of the communication would be detrimental to the Feder-
ation or a state.

Article 31 Judicial Review of Decisions of the Federal Archives at 
the Request of Authorities

(1) If the Federal Archives refuses to honour the request of an authority for a 
declaration or for inspection or submission of records, the District Adminis-
trative Court shall, at the request of this authority, hold a hearing to decide on 
the legality of the refusal. The decision shall not be contestable. There shall be 
no pretrial hearing. The Higher Administrative Court of Berlin-Brandenburg 
shall have jurisdiction.

(2) It shall be admissible for the presiding judge to deny or limit inspection 
of the files or parts thereof, as well as to limit the preparation or distribution 
of excerpts or duplicates, if this is warranted by the particular circumstances. 
This decision and the decision of the District Administrative Court regarding 
the obligatory submission of documents pursuant to Article 99, Paragraph 2 of 
the Administrative Court Regulations shall not be contestable. Furthermore, 
the participants shall maintain secrecy regarding the facts which have become 
known to them through inspection of the files.
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Chapter Three 
Use of Records for Political and Historical Reappraisal and by Press 
and Broadcasting Media

Article 32 Use of Documents for Political and Historical Analysis

(1) Upon request, the Federal Archives provides the following documents for 
research for the purpose of political and historical analysis of the activity of 
the State Security Service, or of the power mechanisms of the former German 
Democratic Republic, or of the former Soviet occupation zone as well as for 
purposes of the political education:

1. records not containing personal data;

2. duplicates of records in which personal data have been rendered anonym-
ous, unless these personal data are obvious;

3. records containing personal data regarding

– employees of the State Security Service, unless they were under 
18 years old at the time in which their activities for the State Security 
Service occurred, or

– beneficiaries of the State Security Service;

4. records containing personal data regarding personages of contemporary 
history, holders of political functions or a public office, as long as the data 
concerned refer to their role in contemporary history or the exercise of 
their functions or office;

5. records containing other personal data if the persons concerned have 
given their written consent specifying the name of the applicant specify-
ing the name of the applicant, the project and the persons who will carry 
it out;

6. documents with personal data on deceased persons whose deaths date 
back 30 years; this retention period can be reduced to ten years if the use 
for a scientific research project or required to obtain justified interests 
and preponderant interests worth being protected are not impaired; if 
the year of death cannot be determined or can only be determined with 
unwarranted expense, the retention period ends 110 years after birth; the 
Numbers 1 to 5 remain inviolate;
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7. in addition, documents with personal data, in as far as

a) this is required for the execution of scientific research work at univer-
sities and other research institutions and for the State Commissioners 
for the Reappraisal of the SED Dictatorship and the Consequences of 
the Communist Dictatorship or for the preparation of expert opin-
ions, reports and statements on behalf of the German Bundestag by 
the Federal Commissioner for the Victims of the SED Dictatorship at 
the German Bundestag,

b) use of anonymous information for this purpose is not possible or the 
anonymity is connected with a disproportionate expense and

c) the recipient of the information is a public official or has been for-
mally bound in accordance with the Law on the Commitment of 
Persons to Secrecy.

Documents with personal data in accordance with clause 1, Numbers 3, 4 and 
7 may only be provided, as far as no preponderant interests worthy of pro-
tection of the persons named there are compromised through their use. It is 
important to consider whether the ascertainment of information is based on a 
violation of human rights.

(2) Records which, pursuant to Article 2, Paragraph 2, Number 3, Letters b to d 
are subject to special storage, may be used only with the consent of the Fed-
eral Minister of the Interior, Building and Community.

(3) Personal data shall not be published unless

1. they are obvious;

2. they concern

– employees of the State Security Service, unless they were under 
18 years old at the time in which their activities for the State Security 
Service occurred, or

– beneficiaries of the State Security Service;

3. they concern personages of contemporary history, holders of political 
functions or a public office, as long as the data concerned refer to their 
role in contemporary history or the exercise of their functions or office, or
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4. the persons whose personal data are to be published have given their 
consent;

5. when they involve information on deceased persons whose deaths date 
back 30 years; this retention period can be reduced to ten years if the 
use for a scientific research project or required to obtain justified inter-
ests and preponderant interests worthy of protection are not impaired; if 
the year of death cannot be determined or can only be determined with 
unwarranted expense, the retention period ends 110 years after birth; 
Numbers 1 to 4 remain inviolate.

No preponderant interests worthy of protection of the persons named may 
be compromised by the publication of the personal data named in clause 1, 
Numbers 2 and 3. It is important to consider whether the ascertainment of in-
formation is based on a violation of human rights. Personal data in accordance 
with clause 1, Number 5 may only be published if no preponderant interests 
worthy of defence of other persons are compromised by the publication.

(4) Paragraphs 1 and 3 shall apply mutatis mutandis to purposes of political 
and historical reappraisal of the National Socialist past.

Article 32 a Notification

(1) Where records are to be made available in accordance with Article 32, Para-
graph 1, Sentence 1, Number 4, the persons concerned shall be informed about 
this and about the content of the data in good time so that objections against 
such access can be made. The Federal Archives shall take these objections 
into account when weighing the interests according to Article 32, Paragraph 1 
above. If no agreement is reached, the records shall not be made available 
until two weeks after notification of the result of the weighing of interests.

(2) No such notification is necessary if the interests of the person concerned 
that warrant protection are not expected to be impaired, if notification is 
impossible, or if it is possible only with disproportionate effort.
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Article 33  Procedure

(1) Inspection of records for purposes of research or civic education shall be 
permitted at all locations or in digital form.

(2) The inspection may be limited to duplicates if this is warranted by the 
importance or state of preservation of the records.

(3) In as far as inspection of documents is permitted, duplicates of the docu-
ments can be issued upon request; this does not apply in the case of Article 32 
Paragraph 1, clause 1, Number 7.

(4) It shall be inadmissible to use duplicates which have been provided pur-
suant to Paragraph 3 for other purposes or to pass them on to other bodies.

(5) It shall be inadmissible to inspect unprocessed archival material.

Article 34 Use of Records by Press, Broadcasting Media and Film

(1) Articles 32 to 33 shall be applicable mutatis mutandis to the use of records 
by the press, film, or broadcasting media or by their auxiliary enterprises or 
their journalistic-editorial personnel.

(2) If the publication of personal data by broadcasting corporations under 
Federal law leads to the issue of counter-statements by the person concerned, 
such counter statements shall be added to and preserved with the stored 
data. The personal data may only be republished together with the counter- 
statement.
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PART FOUR 
SPECIAL PROVISIONS

Articles 35 to 37 (repealed)

Article 37 a Employment of Employees of the State Security  
Service

Subject to Sentence 2, employment of former employees of the State Security 
Service at the Federal Archives shall be inadmissible insofar as they deal with 
documents of the State Security Service within the scope of their assigned 
duties or actual performed tasks. Former employees of the State Security 
Service who were employed by the Federal Commissioner for the Records 
of the State Security Service of the Former German Democratic Republic on 
31 December 2011, are to be transferred to an equivalent job within the Fed-
eral Administration according to their skills and with consideration to social 
concerns if this deemed acceptable in the individual case; this shall not be 
applicable in case if they concealed their employment for the State Security 
Service during questioning. In the evaluation of the reasonableness, the inter-
est of the employee in an equivalent working situation as well as personal and 
family circumstances must be particularly taken into consideration.

Article 38 State Commissioners

(1) The Federal Archives shall give the State Commissioners for the Reappraisal 
of the SED Dictatorship and the Consequences of the Communist Dictatorship 
the opportunity to comment on state-specific particularities in the use of the 
documents pursuant to the Third Section of this Act.

(2) State law can provide that the State Commissioners for the Reappraisal of 
the SED Dictatorship and the Consequences of the Communist Dictatorship 
shall advise individuals involved in obtaining their rights pursuant to Articles 
13 to 17 of this Act. This activity can also include psychosocial counselling 
after the completion of procedures pursuant to Article 12 of this Act.
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Article 39 Advisory Body

(1) In order to accompany the transformation process of the Stasi Records 
Archive into the Federal Archives and to advise the Federal Archives on mat-
ters affecting the records of the State Security Service, an advisory body shall 
be formed which shall exist until five years after the constituent meeting of 
the advisory body. The advisory body shall consist of

1.  six members appointed by the state governments of Berlin, Brandenburg, 
Mecklenburg-Western Pomerania, Saxony, Saxony-Anhalt and Thuringia,

2.  three members appointed by the German Bundestag, and

3.  three members appointed by the supreme federal authority responsible 
for culture and the media, one of whom shall be a member of an associ-
ation of victims of communist tyranny or an association or interest group 
of victims of state repression in the former German Democratic Republic.

(2) The Federal Archives shall inform the advisory body about all fundamental 
and otherwise important matters affecting the records of the State Security 
Service and discuss these matters with the body.

(3) Members of the advisory body shall be obliged to maintain secrecy regard-
ing not publicly known personal data and other confidential facts which 
become known to them in the course of their duties, unless such facts are 
public knowledge. Their obligation to maintain secrecy shall continue after 
their term of office has ended.

(4) The advisory body shall establish its own rules of procedure which will 
require the approval of the Federal Archives.

Article 40 Measures to Safeguard Records

(1) The Federal Archives shall take the organizational and technical measures 
necessary for their authority to safeguard the records against unauthorized 
access.

(2) It shall be particularly ensured that

1. the employees of the Federal Archives have access only to the records 
and data processing systems directly related to their duties. Each case of 
access to the records and the reason for access shall be documented;
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2. no one shall establish unauthorized systems for locating data in the 
archives; no one shall enter, document, modify, or erase any stored data 
without authorization;

3. the documents or information from the documents conveyed, the time, 
and to whom conveyed is documented for a minimum of ten years after 
conclusion of the processing;

4. it shall be possible to check and establish which personal data has been 
entered into data processing systems by whom and at what time;

5. buildings in which the records of the State Security Service are stored 
shall be protected against unauthorized entry;

6. unauthorized persons shall not have access either to the records or to the 
data processing systems in which the records are stored;

7. unauthorized persons shall not have the possibility to read, copy, modify, 
or remove records;

8. records and data carriers shall be protected during transport against un-
authorized reading, copying, modification, erasure, or destruction;

9. the internal organization of the authority shall be arranged in such a way 
that it meets the specific requirements of data protection.

Article 41 Automated Retrieval Procedures, Commissioned Data 
Processing

(1) The Federal Archives may only automate personal data from documents of 
the State Security Service in so far as this is required for the fulfilment of its 
duties and responsibilities.

(2) The establishment of automated retrieval procedure for the purpose of 
conveyance is prohibited. Article 2 Paragraph 2, Number 5 remains inviolate.

(3) A commission to process information from the documents by proxy is 
only permissible when the processing by the Federal Archives is not possible 
through its own means or only possible with disproportionate expense and 
when the processing contractor has been selected taking into special con-
sideration the suitability for exposure to this information. The contractor may 
process the information exclusively corresponding to the instructions of the 
Federal Archives.
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PART FIVE 
FINAL PROVISIONS

Article 42 (repealed)

Article 42 a Court of Jurisdiction

Court of Jurisdiction is Berlin.

Article 43 Precedence of this Act

(1) The regulations of this law override provisions on the admissibility of the 
conveyance of personal data in other laws. The Federal Data Protection Act 
does not apply with the exception of Articles 14 to 16 of the Federal Data 
Protection Act, in as far as nothing else is provided in Article 6 Paragraph 9 of 
this law.

(2) The rights of data subjects under Articles 15, 16, 18 (1) (a), (b) and (d) and 
Articles 19 to 21 of Regulation (EU) 2016/679 of the European Parliament and 
of the European Council of 27 April 2016 on the protection of individuals with 
regard to the processing of personal data, on the free movement of such data 
and repealing Directive 95/46/EC (General Data Protection Regulation) (OJ 
L 119, 4.5.2016, p. 1; L 314, 22.11.2016, p. 72; L 127, 23.5.2018, p. 2) shall be 
granted only in accordance with this Act.

Article 44  Criminal Offences

Anyone who publicly communicates personal data regarding persons con-
cerned or third parties from the original records protected by this Act or from 
duplicates thereof, shall be punished by imprisonment of up to three years or 
by a fine. This shall not be applicable if the person concerned or third party has 
given their consent.
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Article 45 Administrative Offences

(1) An administrative offence shall be deemed to have been committed by any-
one who, either intentionally or through negligence,

1. contrary to Article 7, Paragraph 3 of this Act does not report possession 
of records within the proper time;

2. contrary to Article 9, Paragraph 1, Sentence 1 and Paragraph 2, does not 
relinquish records or copies or other duplicates of records to the Federal 
Archives or does not relinquish them within the proper time;

3. contrary to Article 9, Paragraph 3 does not permit the Federal Archives to 
use records which are its personal property.

(2) The misdemeanour can be sanctioned with a fine of up to two hundred fifty 
thousand euros.

(3) The administrative agency in the sense of Article 36 Paragraph 1, Number 1 
of the law on misdemeanours is the Federal Archives.

Article 46 (repealed)

Article 46 a Limitation of Civil Rights

Postal and Telecommunications Secrecy (Article 10 of the Basic Law) shall be 
limited in accordance with this Act.

Article 47 Interim Regulation

For the legal status of the former Federal Commissioner for the Records of the 
State Security Service of the former German Democratic Republic and of the 
holder of the office existing at the time of entry into force of this Act on the 
basis of the provisions of Annex I, Chapter II, Subject Area B, Section II, No. 2, 
Letter b of the Unification Treaty of 31 August 1990 (BGBl. 1990 II p. 885, 912), 
Article 36 Paragraphs 4 to 6 in the version promulgated on 18 February 2007 
(BGBl. I p. 162), as last amended by Article 164 of the Ordinance of 19 June 
2020 (BGBl. I p. 1328), shall continue to apply.
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Article 48 Evaluation

Five years after the entry into force of the Act of 9 April 2021 (BGBl. I p. 750), 
the supreme federal authority responsible for culture and the media shall 
submit an evaluation report to the German Bundestag on the transformation-
process of the Stasi Records Archive into the Federal Archives. In the course 
of the evaluation, it shall be examined whether the advisory body pursu-
ant to section  39 (1) shall continue to be necessary for a further five years.
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